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# Общие положения

Политика обработки персональных данных (далее – Политика) разработана в соответствии с Федеральным законом от 27.07.2006 г. № 152-ФЗ «О персональных данных» (далее – ФЗ-152) с изменениями и дополнениями.

Настоящая Политика определяет порядок обработки персональных данных и меры по обеспечению безопасности персональных данных в муниципальном общеобразовательном бюджетном учреждении «Митинская основная школа» (далее – Учреждение, Оператор) с целью защиты прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.

В Политике используются следующие основные понятия:

**автоматизированная обработка персональных данных** – обработка персональных данных с помощью средств вычислительной техники;

**блокирование персональных данных –** временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);

**информационная система персональных данных –** совокупность содержащихся в базах данныхперсональныхданных,иобеспечивающихихобработкуинформационныхтехнологийи технических средств;

**обезличивание персональных данных –** действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;

**обработка персональных данных** – любое действие (операция) или совокупность действий (операций),совершаемыхсиспользованиемсредствавтоматизацииилибезиспользованиятаких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;

**оператор –** государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;

**персональные данные**–любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);

**персональные данные, разрешенные субъектом персональных данных для распространения**, – персональные данные, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных путем дачи согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения в порядке, предусмотренном ФЗ-152 в редакции Федерального закона от 30.12.2020 № 519-ФЗ;

**предоставление персональных данных**–действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;

**распространение персональных данных –** действия, направленные на раскрытие персональных данных неопределенному кругу лиц;

**трансграничная передача персональных данных –** передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому или иностранному юридическому лицу;

**уничтожение персональных данных –** действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

Учреждение обязано опубликовать или иным образом обеспечить неограниченный доступ к настоящей Политике в отношении обработки персональных данных, к сведениям о реализуемых требованиях к защите персональных данных.

# Принципы и условия обработки персональных данных

* 1. **Принципы обработки персональных данных**

Обработка персональных данных у Оператора осуществляется на основе следующих принципов:

* законности и справедливой основы;
* ограничения обработки персональных данных достижением конкретных, заранее определенных и законных целей;
* недопущения обработки персональных данных, несовместимой с целями сбора персональных данных;
* недопущения объединения баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой;
* обработки только тех персональных данных, которые отвечают целям их обработки;
* соответствия содержания и объема обрабатываемых персональных данных заявленным целям обработки;
* недопущения обработки персональных данных, избыточных по отношению к заявленным целям их обработки;
* обеспечения точности, достаточности и актуальности персональных данных по отношению к целям обработки персональных данных;
* уничтожения либо обезличивания персональных данных по достижении целей их обработки или в случае утраты необходимости в достижении этих целей, при невозможности устранения Оператором допущенных нарушений персональных данных, если иное не предусмотрено федеральным законом.

# Условия обработки персональных данных

Обработка персональных данных допускается в следующих случаях:

* обработка персональных данных осуществляется с согласия субъекта персональных данных на обработку его персональных данных;
* обработка персональных данных необходима для достижения целей, предусмотренных международным договором Российской Федерации или законом, для осуществления и выполнения возложенных законодательством Российской Федерации на Оператора функций, полномочий и обязанностей;
* обработка персональных данных осуществляется в связи с участием лица в конституционном, гражданском, административном, уголовном судопроизводстве, судопроизводстве в арбитражных судах;
* обработка персональных данных необходима для исполнения судебного акта, акта другого органа или должностного лица, подлежащих исполнению в соответствии с законодательством Российской Федерации об исполнительном производстве;
* обработка персональных данных необходима для исполнения полномочий федеральных органов исполнительной власти, органов государственных внебюджетных фондов. исполнительных органов государственной власти субъектов Российской федерации, органов местного самоуправления и функций организаций, участвующих в предоставлении соответственно государственных и муниципальных услуг, предусмотренных Федеральным законом от 27 июля 2010 года № 210-ФЗ «Об организации предоставления государственных и муниципальных услуг», включая регистрацию субъекта персональных данных на едином портале государственных и муниципальных услуги (или) региональных порталах государственных и муниципальных услуг;
* обработка персональных данных необходима для исполнения договора, стороной которого либо выгодоприобретателем или поручителем, по которому является субъект персональных данных, а также для заключения договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем;
* обработка персональных данных необходима для защиты жизни, здоровья или иных жизненно важных интересов субъекта персональных данных, если получение согласия субъекта персональных данных невозможно;
* обработка персональных данных необходима для осуществления прав и законных интересовОператораилитретьихлицлибодлядостиженияобщественнозначимыхцелей при условии, что при этом не нарушаются права и свободы субъекта персональных данных;
* осуществляется обработка персональных данных, подлежащих опубликованию или обязательному раскрытию в соответствии с федеральным законом.

Оператор вправе поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора, в том числе государственного или муниципального контракта, либо путем принятия государственным органом или муниципальным органом соответствующего акта. Лицо, осуществляющее обработку персональных данных по поручению Оператора, обязано соблюдать принципы и правила обработки персональных данных, соблюдать конфиденциальность персональных данных, принимать необходимые меры, направленные на обеспечение выполнения обязанностей согласно Федеральному закону от 27 июля 2006 года № 152-ФЗ.

# Конфиденциальность персональных данных

Оператор и иные лица, получившие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.

# Общедоступные источники персональных данных

В целях информационного обеспечения у Оператора могут создаваться общедоступные источники персональных данных субъектов, в том числе справочники и адресные книги. В общедоступные источники персональных данных с письменного согласия субъекта могут включаться его фамилия, имя, отчество, дата и место рождения, должность, номера контактных телефонов, адрес электронной почты и иные персональные данные, сообщаемые субъектом персональных данных.

Сведения о субъекте должны быть в любое время исключены из общедоступных источников персональных данных по требованию субъекта либо по решению суда или иных уполномоченных государственных органов.

# Специальные категории персональных данных

Обработка Оператором специальных категорий персональных данных, касающихся расовой,национальнойпринадлежности,политическихвзглядов,религиозныхилифилософских убеждений, состояния здоровья, интимной жизни, не допускается, за исключением случаев, предусмотренных Федеральным законом Российской Федерации от 27 июля 2006 г. № 152-ФЗ (статья 10, часть 2 и 2.1 в редакции Федерального закона от 24.04.2020 № 123-ФЗ).

# Биометрические персональные данные

Сведения, которые характеризуют физиологические и биологические особенности человека,наоснованиикоторыхможноустановитьеголичность–биометрическиеперсональные

данные – могут обрабатываться Оператором только при наличии согласия в письменной форме субъекта персональных данных, за исключением случае: обработка биометрических персональных данных может осуществляться без согласия субъекта персональных данных в связи с реализацией международных договоров Российской Федерации о реадмиссии, в связи с осуществлением правосудия и исполнения судебных актов, в связи с проведением обязательной государственной дактилоскопической регистрации, обязательной государственной геномной регистрации,атакжевслучаях,предусмотренныхзаконодательствомРоссийскойФедерацииоб обороне, о безопасности, о противодействии терроризму, о транспортной безопасности, о противодействиикоррупции,обоперативно-разыскнойдеятельности,огосударственнойслужбе, уголовно-исполнительны законодательством Российской Федерации, законодательством Российской федерации о порядке выезда из Российской Федерации и въезда в Российскую Федерацию,огражданствеРоссийскойФедерации,законодательствомроссийскойФедерациио нотариате .

# Трансграничная передача персональных данных

Трансграничная передача персональных данных Оператором не производится.

# Права субъекта персональных данных

Субъект персональных данных принимает решение о предоставлении его персональных данных и дает согласие на их обработку свободно, своей волей и в своем интересе. Согласие на обработку персональных данных должно быть конкретным, предметным, информированным, сознательным и однозначным. Согласие на обработку персональных данных может быть дано субъектом персональных данных или его представителем в любой позволяющей подтвердить фактегополученияформе,еслииноенеустановленофедеральнымзаконом.Вслучаеполучения согласия на обработку персональных данных от представителя субъекта персональных данных полномочия данного представителя на дачу согласия от имени субъекта персональных данных проверяются Оператором.

Обязанность предоставить доказательство получения согласия субъекта персональных данных на обработку его персональных данных или доказательство наличия оснований, указанных в пунктах 2-11 части 1 статьи 6, части 2 статьи 10 и части 2 статьи 11 федерального закона от 27.06 2006 г. № 152-ФЗ «О персональных данных», возлагается на Оператора.

Субъект персональных данных имеет право на получение у Оператора информации, касающейсяобработкиегоперсональныхданных,еслитакоеправонеограниченовсоответствии с федеральными законами. Субъект персональных данных вправе требовать от Оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональныеданныеявляютсянеполными,устаревшими,неточными,незаконнополученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.

Обработка персональных данных в целях продвижения товаров, работ, услуг на рынке путем осуществления прямых контактов с потенциальным потребителем с помощью средств связи, а также в целях политической агитации допускается только при условии предварительного согласия субъекта персональных данных. Указанная обработка персональных данных признается осуществляемой без предварительного согласия субъекта персональных данных, если Оператор не докажет, что такое согласие было получено. Оператор обязан немедленно прекратить по требованию субъекта персональных данных обработку его персональных данных в вышеуказанных целях.

Запрещается принятие на основании исключительно автоматизированной обработки персональных данных решений, порождающих юридические последствия в отношении субъекта персональных данных или иным образом затрагивающих его права и законные интересы, за исключением случаев, предусмотренных федеральными законами, или при наличии согласия в письменной форме субъекта персональных данных.

Если субъект персональных данных считает, что Оператор осуществляет обработку его

персональных данных с нарушением требований Федерального закона от 27.06.2006г.№152-ФЗ

«О персональных данных» или иным образом нарушает его права и свободы, субъект персональных данных вправе обжаловать действия или бездействие Оператора в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке. Субъект персональных данных имеет право на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке.

# Обеспечение безопасности персональных данных

Безопасность персональных данных, обрабатываемых Оператором, обеспечивается реализацией правовых, организационных и технических мер, необходимых для обеспечения требований федерального законодательства в области защиты персональных данных.

Обеспечение безопасности персональных данных достигается, в частности:

* назначениемдолжностныхлиц,ответственныхзаорганизациюобработкиизащиты персональных данных;
* разграничениедоступапользователейкинформационнымресурсамипрограммно- аппаратным средствам обработки информации;
* ограничением состава лиц, имеющих доступ к персональным данным;
* регистрация и учет действий пользователей информационных систем персональных данных;
* ознакомлением субъектов персональных данных с требованиями федерального законодательства и нормативных документов Оператора по обработке и защите персональных данных;
* организацией учета, хранения и обращения носителей информации;
* определением угроз безопасности персональных данных при их обработке, в информационных системах персональных данных;
* применением прошедших в установленном порядке процедуру оценки соответствия защиты информации;
* применением для уничтожения персональных данных прошедших в установленном порядке процедуру оценки соответствия средств защиты информации, в состав которых реализована функция уничтожения информации;
* учетом машинных носителе персональных данных;
* обнаружением фактов несанкционированного доступа к персональным данным и принятием мер, в том числе по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них;
* обеспечением взаимодействия с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы Российской Федерации, включая информирование его о компьютерных инцидентах, повлекших неправомерную передачу (предоставление, распространение, доступ) персональных данных;
* использование антивирусных средств и средств восстановления системы защиты персональных данных;
* организация пропускного режима на территорию Оператора, охраны помещений с техническими средствами обработки персональных данных.

# Ответственность за нарушение порядка обработки персональных данных

Лица, виновные в нарушении порядка обработки персональных данных, несут предусмотренную законодательством Российской Федерации ответственность.

Моральный вред, причиненный субъекту персональных данных вследствие нарушения его прав, нарушения правил обработки персональных данных, требований к защите персональных данных, установленных Федеральным законом Российской Федерации от 27 июля 2006г.№152-ФЗ «О персональных данных», подлежат возмещению в соответствии с

законодательством Российской Федерации. Возмещение морального вреда осуществляется независимо от возмещения имущественного вреда и понесенных субъектом персональных данных убытков.